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Release Note for VigorACS 2 
 

Software Version: 2.3.2 

Release Type: Normal 

Applied System: Windows 7, 8, 10, Linux 

Open JDK Version: 1.8.0_151 

Mariadb Version: 10.2.10 

 

VigorACS 2 is a software which provides centralized device management for TR-069 based CPEs 

such as a broadband gateway, XDSL router, VoIP gateway and wireless AP. VigorACS 2 has device 

status, monitor status of devices, or perform scheduling tasks such as firmware upgrade, 

configuration backup/restore and parameter profile for mass deployment of CPE devices. 

New Features  

 Support to use IP and device name for SOAP method "enableDevice". 

 Support to use “*.cfg” for applying ACL configuration for VigorAP devices. 

Support Model and Version  

At present, the models with firmware version (and later version) listed below can be managed 

by VigorACS: 

 Vigor2120, firmware version V3.8.6  

 Vigor2132, firmware version V3.8.0  

 Vigor2760, firmware version V3.8.2.3  

 Vigor2762, firmware version V3.8.8  

 Vigor2830, firmware version V3.6.8.7  

 Vigor2830v2, firmware version V3.8.1.2  

 Vigor2832, firmware version V3.8.7  

 Vigor2860, firmware version V3.8.9  

 Vigor2862, firmware version V3.8.9  

 Vigor2912, firmware version V3.8.6  

 Vigor2925, firmware version V3.8.9  

 Vigor2926, firmware version V3.8.9  

 Vigor2952, firmware version V3.8.9  

 Vigor3220, firmware version V3.8.9  

 VigorAP 710, firmware version V1.2.3  
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 VigorAP 810, firmware version V1.2.3  

 VigorAP 900, firmware version V1.2.3  

 VigorAP 902, firmware version V1.2.3  

 VigorAP 910C, firmware version V1.2.3  

 Vigor1000, firmware version V1.5.4.2  

 Vigor2130, firmware version V1.5.4.2  

 Vigor2710, firmware version V3.6.9  

 Vigor2850, firmware version V3.6.8.6  

 Vigor2920, firmware version V3.6.9  

 Vigor3900, firmware version V1.4.0 

 Vigor2960, firmware version V1.4.0 

 Vigor300B, firmware version V1.4.0 

 Vigor130, firmware version V3.8.2 

 VigorSwitch P1280, firmware version V2.3.0 

 VigorSwitch G1280, firmware version V2.3.0 

 VigorSwitch P2280, firmware version V2.3.0 

 VigorSwitch G2280, firmware version V2.3.0 

Improvement  

 Improved: Add a filter to locate CPE easily for firmware upgrade.  

 Improved: Modify the authority of deleting log for the roles of the system administrator 

and auditor. 

 Improved: Add an option for detecting current CPE firmware version in use on SYSTEM 

MENU>>Provisioning>>Firmware Upgrade. 

 Improved: Support to show one XML profile with parameters configured for multiple 

devices on SYSTEM MENU>>Provisioning>>CPE Set Parameters. 

 Improved: Able to manage certain switch (e.g., VigorSwitch G1241) which is connected 

and managed by certain CPE (e.g., Vigor2760). 

 Improved: Support "Health Parameters" setting on the DEVICE MENU >> Configuration 

>> System menu for certain CPE (e.g., Vigor2952, Vigor2926, Vigor3220). 

 Improved: Add an option to detect current CPE firmware version in use on SYSTEM 

MENU>>Provisioning>>Firmware Upgrade. 

 Corrected: An error message appeared while uploading XML file for global parameters. 

 Corrected: Vigor CPE did not reboot after using the parameters set by VigorACS 

(Provisioning>>CPE Set Parameters). 

　 Corrected: Failed to upload XML file for global parameters (SYSTEM 

MENU>>Provisioning>>Global Parameters). 

 Corrected: Any user could apply Device Reboot Profile to Root Network even the user 

was not one of the Root Group members.  
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 Corrected: Unable to change / update the device name for CPE. 

 Corrected: The DSL port status on the front panel of CPE (e.g., Vigor2830Vn) was shown 

in wrong place on DEVICE MENU>> Dashboard. 

 Corrected: Unable to display check box some CPE on SYSTEM 

MENU>>Maintenance>>Firmware Upgrade. 

 Corrected: Device reboot schedule on Maintenance>>Device Reboot applied to every 

group if it was enabled. 

Known Issue 

 Database (with MariaDB version 10.2.10) is only available for the user who installs 

VigorACS 2 for the first time. If your computer has installed MariaDB, do not upgrade the 

database version to prevent data loss. 
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